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Aadhaar Number Verification

https://testapi.karza.infv3/aadhaar-consent

https:/ftestapi.karzain/v2/aadhaar-verification

API to authenticate the 12 digit Aadhaar Number of a user.
Note: Consent of the user sharing Aadhaar Number is mandatory.

Documentation Tryout

Request (share Consent)

Schema Body Headers

Attribute Type Description

consent string  Consent is required to make the AP| request.

lat string  Latitude details of the user sharing consent

long string  Longitude details of the user sharing consent

ipAddress string  IP address of the user sharing consent

userdgent string A string that lets servers and network peers identify the application, operating system, vendor,
and/or version of the requesting user agent

deviceld string  User Device |D details

devicelnfo string  User Device Information

name string  Name of the user sharing consent

consentTime string  Current Unix/Epoch Timestamp

consentText string  Consent body accepted by the user sharing consent

clientData Object Data of the user sharing consent

caseld string  Unigue case id/lead id of the user sharing consent

Response (share Consent)

Schema Body Headers
Attribute Type Description

statusCode integer  Internal Status Code that denotes the status of the request.
reguestld string Unigue id of the API request.

Validations
YIN

Must be valid coordinates
Must be valid coordinates
“A.B.C.D", where the value of A, B, C, and D may

range from 0 to 255

Max-length 256

Max-length 200
Max-length 200
3« length <200

Must be valid epoch time not before 5 minutes
from now

Max-length 10000

Max-length 200
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result

|— accessKey

|— accessKeyValidity

|— message

clientData

|— caseld

Object
string
string
string
Object

string

Response object for the given inputs.

Access Key to invoke the next set of APl

Validity of the unique access key in Unix/Epoch Timestamp format (valid for 30 minutes from shared consent timestamp)
Message to display the status of consent capture

Data of the user sharing consent (passed as is)

Unique case id/lead id of the user sharing consent

Request (Aadhaar Number Verification)

Schema Body

Attribute
consent
aadhaarNo
accesskey

clientData

|— caseld

Headers

Type
string
string
string
Object

string

Description Validations
Consent is required to make the API request. Y/N

12 digit Aadhaar Card Number as per the Card -

Access key obtained from share consent -

Data of the user sharing consent -

Unique case id/lead id of the user sharing consent Max-length 200

Res ponse (Aadhaar Number Verification)

Schema Body

Attribute
status-code
reguest_id

result

|— mobile

|—gender

|— state

|— ageBand

clientData

|— caseld

Headers

Type
string
string
Object
string
string
string
string
Object

string

Description

Internal Status Code that denotes the status of the request.

Unigue id of the API request.

Response object for the given inputs.

Masked Mobile number (last 3 digits shown) linked with the Aadhaar
Gender as on Aadhaar

State registered as on Aadhaar

Age band of the user as on Aadhaar

Data of the user sharing consent

Unigue case id/lead id of the user sharing consent
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